
Secure 
collaboration
for all your 
departments



Cryptobox, an adapted tool 
for each specific needs of your teams

•Collaboration on sensitive documents with lawyers and legal consultants from outside your company thanks to guest licences. It 
is also possible to restrict the access and viewing of specific documents using an online viewer that does not allow downloading.

•Secure reception of confidential documents from people who do not have a Cryptobox account using deposit box.
•Encrypted transfer of contracts, NDAs and compliance documents to people who do not have a Cryptobox account, thanks to 

sharing links. 

LEGAL DEPARTMENT

FINANCIAL DEPARTMENT
•Encrypted transfer of financial reports, internal control reports, accounts, budget analyses and forecasts to audit or consultancy

firms with Cryptobox.
•Receive sensitive documents (engagement letters, audit or consultancy summaries and reports, tax returns, Auditors' reports on

the consolidated and statutory financial statements, etc.) via the deposit box or in a dedicated Workspace.

• Secure sharing of strategic documents and sensitive projects between members of the COMEX or Board, through 
encrypted Workspaces and access control.

• Use of the deposit box for secure reception of external documents with strategic partners.
• Trusted terminal security levels can be defined, allowing restricted access to documents depending on the security 

level assigned to each terminal.

STRATEGIC DIRECTIONS

IT & R&D DEPARTMENTS

•Automation of document exchanges with your partners (use of the ‘Nuage’ client to
automate the deposit and download of technical documents).

SALES & CONSULTING

•Access to sales or project teams authorized for client/prospect information via encrypted 
Workspaces.

•Collaborative and secure management of customer projects via encrypted
Workspaces, facilitating task tracking and organization.

• Secure sharing of sales proposals, contracts and sales documents with customers and partners
through Cryptobox.

HUMAN RESOURCES
•Secure storage and sharing of employee documents (personal data, salary information, employment 

contracts, onboarding and offboarding documents, etc.) through Cryptobox.
•Document access by the HR team in encrypted Workspaces dedicated to each employee. Employees 

can only access the documents that concern them (job descriptions, pay slips, training plans, company 
policies, etc.). HR processes can be integrated by automating actions using the ‘Nuage’ client.

•HR staff make documents available in encrypted Workspaces dedicated to each employee. They 
can only access documents that are relevant to them (job descriptions, pay slips, learning plans, company 
policies, etc.).

Enabling each function to collaborate efficiently while ensuring the confidentiality and integrity of your data

FOR FURTHER INFORMATION
Go to: https://cds.thalesgroup.com/en/ercom/cryptobox

https://cds.thalesgroup.com/en/ercom/cryptobox
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